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Introduction

Biz Genie is a modular, LLM-based chatbot solution. It allows customers to query their enterprise data
using English sentences instead of traditional database queries. Users can simply type questions—like
asking for sales numbers or inventory levels—and the chatbot automatically translates these into SQL
queries, fetches the relevant data, and presents the results back to the users in the form of text, charts
and tables.

Overview

Biz Genie is designed to make data insights faster and more accessible, especially for users who are not
technically proficient. It reduces the need for IT or analyst support, speeds up decision-making, and
supports features like session history and context management, so users can ask follow-up questions
naturally. The chatbot connects with most leading database platforms, ensuring flexibility and scalability
as business needs grow.

Step 1: Sign up for Amazon Web Services (AWS)

At the end of this step, you will have signed up for the Amazon Web Services free tier. If you already
have an Amazon Web Services account, you may skip this step.

You will need an existing amazon account to log in. To create it, follow these steps:

Step 1.1: Enter an email address, AWS account name and create your password

Open http://aws.amazon.com and click Create Account button at the top right.


http://aws.amazon.com/
http://aws.amazon.com/
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Start building on AWS today

Whether you're looking for generative Al, compute power, database
storage, content delivery, or other functionality, AWS has the services to
help you build sophisticated applications with increased flexibility,
scalability, and reliability

Get started for free Contact an AWS specialist

Hi, | can connect you with an AWS representative
™ or answer questions you have on AWS.
Developer Technical and Business Leaders a’

Image 1: AWS homepage with Create Account option

On the Sign up for AWS page:
e Enteryour Root user email address (e.g., yourname@company.com)

e Choose an AWS account name (e.g., yourname_account)

Verify your email address
e Click Verify email address
e AWS will send a verification code to your provided email address
e Enter the verification code received in your email and click Verify

Create your password
e Onceyour email is verified, you will be prompted to create a password

e Enter a secure Root user password and Confirm root user password
e Click Continue (step 1 of 5) to proceed to the next stage of sign-up

Language
English ¥
Sign up for AWS
Explore Free Tier products with a Root user email address
Aws
new AWS account. Privacy Notice (2
To learn more, visit aws.amazon.com/free.
AWS account name
g "y ! '
=) —
OR
Sign in to an existing AWS account
(2 | Terms of Use [2

Image 2: Enter email and account name for AWS sign-up
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Step 1.2: Contact Information

On the Contact Information page, select either Business or Personal, depending on how you plan to
use AWS.

Fillin your name, phone number, address, and other required contact information.
Check the box to agree to the AWS Customer Agreement.

Click Agree and Continue (step 2 of 5) to go to the Billing Information step.

How is your experience? Language

Provide Feedback English w

aws

Sign up for AWS
Free Tier offers Contact Information

Haw do you plan to use AWS?
All AWS accounts can explore 3 different types you planto v E

of free offers, depending on the product used. Business - for your work, school, or
organization

. Personal - for your own projects
\ Always free Y prel
N/ Neverexpires Who should we contact about this account?

Full Name
12 months free

Start from initial sign-up date

Country Code  Phone Number

- Trials E 1 v | 222-333-4444
@ Start from service activation date

Country or Region

United States v

Address line 1

Address line 2

Apartment, suite, unit, building, floor, etc

Gity

Image 3: Enter AWS contact information

Step 1.3: Billing Information

Enter billing details

e Select your billing country
e Enteryour credit or debit card details
e Fillinyour billing address

AWS will charge a small, temporary authorization amount (typically $1 USD or equivalent, e.g., 2 INR)
to verify your card. This charge will be removed within 3-5 business days.

If prompted, complete OTP verification or other security checks required by your bank.

After successful payment verification, you will automatically move to the Confirm your Identity step.
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How is your experience? Language
Provide Feedback English w
Sign up for AWS
Secure verification Billing Information
Billing country
@® We will not charge you for usage fous billing count .
below AWS Free Tier limits. We may
temporarily hold up to $1 USD (or India v
an equivalent amount in local
currency) as a pending transaction
for 3-5 days to verify your identity. Credit or Debit card number
bit cards. To
iew FAQ
Expiration date
Month v Year v
Security code @
cwvicve
Cardholder's name
Save card and charge automatically for .

Image 4: Enter AWS billing information

Step 1.4: Confirm your Identity

Fill in identity details

e Select your Primary purpose of account registration and Ownership type

e Enter the required identity information and upload a valid ID document (e.g., Indian citizens can
submit their PAN card front image)

e Checkthe box to allow AWS to verify your identity using the provided information

e C(Click Continue (step 4 of 5)

Phone number verification

e Choose Text message (SMS) or Voice call for verification

e Confirm your country code and enter your mobile number

e Complete the security CAPTCHA if prompted

e Enter the verification code sent to your phone and click Continue to proceed to the next step
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How is your experience? Language

Provide Feedback English w

aws

Sign up for AWS

Confirm your identity © info

Ownership type
Ch

(] 1 consent to allowing AWS to use and

send the information above to a third-
party service for identity verification
purposes.

Continue (step 4 of 5)

Image 5: Fill identity details for AWS account

Step 1.5: Select a support plan

Once your identity is verified, choose the Basic support plan (also free) and Complete sign up.

Note: At this point, make sure that you have subscribed a plan, even if you decide to register for the free
tier or Basic support plan.

After a few minutes, you will be redirected to a welcome page, which includes a link to the AWS
Management Console. You should also receive an account confirmation email, which tells you that your

account is good to go.

aws About AWS ContactUs Support “  English v My Account v Sign In to the Console e
)

Amazon Q Products Solutions Pricing Documentation Learn Partner Network AWS Marketplace Customer Enablement Events ExploreMore Q

Congratulations!

Thank you for signing up with AWS,

We are activating your account, which should take a few
minutes. You will receive an email when this is complete.

Go to the AWS Management Console

Sign up for another account or Contact Sales

Hi, | can connect you with an AWS representative

or answer questions you have on AWS.

As an additional step, tell us more about

yourself a
e[
We would love to learn more about your preferences so that we can

provide recommendations catered to your role and interests. v

Image 6: AWS account sign-up confirmation
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Step 2: Generate an AWS Key Pair

At the end of this step, you will have generated an SSH key pair to access your EC2 instances. If you
already have an SSH key pair for the AWS region you are operating in, you can skip this step.

To generate an SSH key pair, which you will need to log in to your EC2 instances, follow these steps:

e Logintothe AWS Management Console

e From the AWS menu, select EC2 Service

e |nthe left navigation pane, click Key Pairs under Network & Security
o Click Create key pair at the top right

e Enter a Key pair name

o Select the Key pair type (Select RSA)

e (Choose the Private key file format (Select .pem for OpenSSH)

o Click Create key pair

You will see a confirmation message and your private key file will be downloaded automatically.

Europe (Stockholm) ¥ vayu_sikka ¥

> | &= 2 @
e EC2 > Keypairs e &

a
Dedicated Hosts Key pairs isfo @ Create key pair
Capacity Reservations Q. Find Key Pair by attribute or tag 1 0]

¥ Images
. Name v | Type ¥ | Created v | Fingerprint | > v
AMI Catalog No key pairs to display

¥ Elastic Block Store
Volumes
Snapshats
Lifecycle Manager

w Network & Security
Security Groups

Elastic IPs
Placement Groups
Key Pairs

Network Interfaces

4

Load Balancing
Load Balancers
Target Groups

Trust Stores

¥ Auto Scaling

Auto Scaling Groups

Settings

() Cloudshell  Feedback

Image 7: EC2 Key Pairs page

Step 3: Create an AWS Security Group

At the end of this step, you will have created an AWS security group for your cloud server.

By default, AWS cloud servers have their ports closed to secure them against external attacks. Since Biz
Genie is a web application, it is necessary to open ports 80 for HTTP access, port 22 for SSH access and
port 8088 for backend of the application. To do this:
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e Fromthe Amazon Web Services menu, select the EC2 service
e From the Amazon EC2 dashboard, select the Security Groups option in the Network &
Security menu

o Clickthe Create security group button on top right

Europe (Stockholm) ¥ vayu_sikka ¥

e EC2 > Security Groups @ @ & B

Cls wwvan view L5

a
Events Security Groups (1) info © Export security groups to €5V | v ) ({[€reate security group

Q Find security groups by attribute or tag 1 1]

Instances
Instances | Name v Security group 1D v | Security group name v \ VPCID v \ Description

Instance Types ( = 5sg-01b93c46d5168c3 default vpc-0f1e18b2df3b66f5c [ default VPC security
»

Launch Templates 4
Spot Requests
Savings Plans
Reserved Instances
Dedicated Hosts

Capacity Reservations

Images
AMIs
AMI Catalog

Elastic Block Store

Volumes

Snapshots Select a security group 8 v
Lifecycle Manager

Network & Security

Security Groups
Elastic IPs
Placement Groups
Key Pairs

Network Interfaces

w Load Balancing

Load Balancers v

CloudShell Feedback « azof b Services, Inc. or its affiliates. Privacy Terms. Cookie preferences

Image 8: EC2 Security Groups page

e |nthe resulting dialog box, enter a name and description for the new security group
e Clickthe Add Rule button and add rules for HTTP, Custom TCP & SSH
e Configure access to these rules using the following guidelines:
o Usethe pre-defined port range for HTTP and SSH
o Provide 8088 as the port range for Custom TCP
o Source: Use Anywhere to allow access from anywhere or use Custom IP and
specify an IP address range
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aws 1 [Q Searct e 0 @ @ | Euopelstockhom v

EC2 > Secu oups » Create security group ® o &
. a
Create security group .
A security group acts as a virtual firewall for your instance to control inbound and outbound traffic. To create a new security group, complete the fields below.
Basic details

Description Info

VPC info
vpe-0f1e18b2df3b66f5c v

Inbound rules ist
Type info Protocol Info Portrange info Source info Description - optional Info

HTTP - Anywhe... ¥ Delete

00.00/0 X
Custom TCP v 8088 Anywhe... ¥
00.00/0 X

SSH v Anywhe... ¥ Delete

[ £ Rules with source of 0.0.0.0/0 or =/0 allow all IP addresses to access your instance. We recommend setting security group rules to allow access from known IP addresses only, b4 ]

Outbound rules i

Type Info Protocol Info Portrange Info Destination Info Description - optional

CloudShell  Feedback

Image 9: Create security group with inbound rules

Click the Create security group button to your changes.

Step 4: Deploy Biz Genie on AWS Cloud Server
At the end of this step, your Biz Genie application will be running on an AWS cloud server.

The next step is to launch a cloud server with the Prescience Biz Genie Amazon Machine Image (AMI)
running onit. The AWS Management Console lets you do thisin just a couple of clicks. Follow these steps:

e From the Amazon Web Services menu, search for AWS Marketplace
e Onthe Marketplace page search Biz Genie
e Onthelanding page click on Launch new instance button

e Selectthe latest version of Biz Genie released and select the desired region for setting up
the EC2 instance

e Give aname to EC2 instance of your choice

e For the key pair (login) from the dropdown list select the previously created pair for this
purpose

o |nside the Network settings select the security group created in Step 3

e After reviewing and performing a final check on the settings click on Launch Instance

The process usually takes a few minutes, and you can use the EC2 Dashboard to check the status of the
server. Once the server has deployed, you will be able to obtain its public IP address or public DNS name
from the EC2 Dashboard to access the application. Application can be accessed using
http://{PUBLIC_IP} or http://{PUBLIC_DNS_NAME} URLs.
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Step 5: Use EC2 Key Pair for SSH Access

Follow these steps for SSH access your launched EC2 instance using PuTTY:

1. Launch PuTTY

2. Inthe Session section:
o Host Name (or IP address): ubuntu@<your-ec2-instance-public-ip>
(Replace ubuntu with correct user depending on AMI: ec2-user, centos, etc.)
Port: 22
Connection type: SSH

ﬁ PuTTY Configuration ? X
Category:
— Session Basic options for your PUTTY session
- ~Logging i L
= Terminal Specify the destination you want to connect to
- Keyboard Host Name (or IP address) Port
- Bell ubuntu@18.191 210 48 | 22
- Features -
= Window Connection type:
- Appearance ©ssH  ()Seral () Other: Telnet v
- Behaviour
~Translation Load, save or delete a stored session
+ Selection .
. Colours Saved Sessions
—| Connection
Data :
Default Settings
Proxy g Load
o SSH Save
- Serial
- Telnet
Delet:
-Rlogin eete
- SUPDUP
Close window on exit:
(O Aways (O Never @ Only on clean exit

About Help Cancel

Image 10: Configure PuTTY session with EC2 public IP

3. Load the .ppk Key
o Inthe left pane, go to: Connection > SSH > Auth~> Credentials
o Click Browse next to "Private key file for authentication"
o Selectyour.ppkfile (e.g., keypair.ppk)
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I Bl

PuTTY Configuration ? X

Category:
~Logging Credentials to authenticate with
= Terminal
Keyboard
- Bell Private key file for authentication:

Public-key authentication

- Features C:\Users\user\Downloads'keypair5.ppk Browse...

= Window

- Appearance Certificate to use with the private key (optional):

- Behaviour

- Translation

[ Selection

--Colours

= Connection Plugin command to run
Data

- Proxy

= SSH

- Kex

- Host keys

- Cipher

= Auth

Credentials

GSSAPI
X1

- Tunnels

.. Biins

About Help Cancel
d

Image 11: Load the EC2 private key (.ppk) in PuTTY for SSH authentication

Browse. ..

Plugin to provide authentication responses

4. Connect
o ClickOpen
o Acceptthe connection
o You should now be logged in to your EC2 instance

Note: This AMI does not use default or static passwords for login. Access is enabled only via
EC2 key pair authentication.
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